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Abstract—The term wireless body area network (WBAN)
is used to describe a network of devices connected
wirelessly for communication on, in and near the body. In
this paper, we survey the current state of various aspects
of WBAN technologies that are being used in healthcare
applications. In particular, we examine the following
areas: monitoring and sensing, power efficient protocols,
system architectures, routing, and security. We conclude
by discussing open research issues, their potential solutions
and future trends.
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I. INTRODUCTION

Rising healthcare costs and the increase in average life
expectancy of individuals in many developed nations represent
two of the primary motivating factors for innovation in health
care. One such innovation is the continuous monitoring of
patients via sensors connected as a WBAN. This will enable
improved analysis and modification of treatment regimes,
computer-assisted rehabilitation and early detection of life-
threatening events. The likelihood of user acceptance of
WBAN technologies has increased with advances in
miniaturization of electronic devices, sensing, battery and
wireless communication technologies. The key components of
a WBAN are smart miniaturized devices (motes) that are able
to sense, process and communicate. They are designed such
that they can be worn or implanted, and are able to monitor
and transmit physiological signals to specialized medical
servers without much interference to the daily routine of the
patient.

In section II we review monitoring and sensing devices
used in WBANSs. Section III presents an examination of power
efficient protocols. In section IV we explore the WBAN
system architectures. Approaches to routing in WBAN are
presented in section V. In section VI we present various
security techniques and protocols. We conclude in section VII
with a discussion of open research problems and future trends.

II. MONITORING AND SENSING

In this section we describe two categories of sensors
(wearable and implantable) that are used for monitoring and
sensing in WBANs. Wearable sensors have been used to
monitor several physiological parameters. A pulse oximeter is a
medical device that indirectly measures the oxygen saturation
levels (Sp0O») in an individual’s blood as well as the changes in
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blood volume in the skin that coincide with the cardiac cycle.
The quasi-periodic signal that is output is called a
photoplethysmograph (PPG), and can be used to determine
heart-rate. A wearable PPG biosensor in the form of a ring has
been developed by Yang and Rhee [1].

A wearable ECG sensor for WBAN has been described in
[2]. The electrocardiogram (ECG) is a waveform that
represents the propagation of electric potentials through the
heart muscle with respect to time. Therefore, the ECG
waveform provides a non-invasive means for investigating
heart function. Fulford-Jones et. al. designed an ECG sensor
that is supported by a Mica2 mote hardware platform [2]. A
network of wearable wireless blood pressure monitors has been
studied in [3]. It has been observed that ambulatory blood
pressure (BP) is more closely related to target organ damage
and cardiovascular events than BP readings taken in a clinical
environment [3]. This fact provides the motivation for the
creation of wireless BP sensors. Poon et. al. have created a
cuff-less BP watch sensor, based on the pulse transit time
(PTT) method for measuring BP [4].

Wearable sensors have also been used for activity/motion
detection. The level of activity or the nature of motion of an
individual can be detected by a system that combines an
accelerometer with a gyroscope. An example of an integrated
accelerometer/gyroscope is presented in [5]. An EEG monitor
as a wearable sensor has been described in [6].
Electroencephalography (EEG) is a representation of the
electrical activity of the brain. Farshchi et. al. have introduced
a wireless neural interface, using Mica2 and Mica2dot systems
as the wireless sensor platforms, which is capable of acquiring
two channels of EEG data [6].

Implantable sensors have been studied in [7]. In [7],
implantable neural stimulators send electrical impulses into
the brain or spinal cord for the treatment of Parkinson’s
disease, intractable epilepsy and chronic pain. An example of
such a device is given in [7].

III.POWER EFFICIENT PROTOCOLS

Wireless body area sensor nodes, due to their size, use
miniaturized batteries. Hence, WBANs must sense, process
and communicate data in a power efficient manner in order to
preserve battery life. Power efficiency is a key emphasis of
design efforts for WBAN protocols. The majority of work in
this area has been on developing energy-efficient medium
access control (MAC) protocols. The main sources of energy
waste in the design of a MAC protocol for a WBAN have been
identified as collision, overhearing, control packet overhead,
and idle listening [8]. Currently, there are two main schemes



used for MAC protocols of sensor networks. Contention-
based MAC protocols, such as carrier sense multiple
access/collision avoidance (CSMA/CA), have their nodes
contend for channel access prior to transmission. The
advantages of these protocols are scalability, adaptability to
network changes and no time synchronization constraint. In
schedule-based MAC protocols, such as TDMA, access to the
channel is divided into time slots that are of fixed or variable
duration. Each node is assigned a time slot(s) by a controller,
and it will only transmit within that time window. TDMA-
based protocols eliminate collision, overhearing and idle
listening, and are typically utilized in some form in energy-
efficient MAC protocols.

It has been found that IEEE 802.15.4 does not meet all the
energy efficiency requirements for WBAN applications [9]. It
is because of these shortcomings that the IEEE 802.15 Task
Group 6 (BAN) has begun developing a communication
standard optimized for low power devices and operation on, in
or around the human body (but not limited to humans) to serve
a variety of applications including medical, consumer
electronics / personal entertainment and other [10].

In the absence of a standard, several energy efficient MAC
protocols specifically designed for WBAN applications have
been presented. An energy-efficient MAC protocol that uses
clear channel assessment and collision avoidance with time
division multiplexing (CCA/TDMA) is presented in [11].
Marinkovic et. al. [12] present an energy-efficient, low duty
cycle MAC protocol based on TDMA. A novel TDMA-based
protocol for BSNs, called H-MAC, is proposed in [13]. This
protocol improves energy-efficiency by using the heartbeat
rhythm to perform TDMA synchronization, avoiding energy
consumption associated with transmitting time synchronization
beacons. In [14] a TDMA-based MAC protocol called
BodyMAC is proposed.  Timmons et. al. [15] introduce an
adaptive TDMA-based MAC protocol called MedMAC.
MedMAC incorporates a novel adaptive TDMA
synchronization mechanism in which only a multi-superframe
beacon has to be listened to by the nodes. Otal and Alonso
proposed an energy-saving MAC protocol, DQBAN
(Distributed Queuing Body Area Network) for WBAN in [16].
The proposed DQBAN is a combination of a cross-layer fuzzy-
logic scheduler and energy-aware radio-activation policies.

IV.SYSTEM ARCHITECTURES

A. Network Architectures

The network architecture of WBANs can be broadly
classified into two major categories: flat architectures and
multi-tier architectures. Flat architectures comprise of a single
data-gathering unit that sends its data to a personal computer
or a personal server application running on a PDA. Multi-tier
architectures are widely used to achieve large data gathering
of multiple physiological signals using multiple nodes in the
base tier, a gateway at the second tier that acts an interface
between first tier and a server at the third tier.

The rest of this section focuses on various multi-level
architectures with an emphasis on specific topologies for
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parameter optimization of security, energy efficiency and node
locations.

Security-Centric Architectures

In [17], the authors have studied the design of WBAN
architecture with an emphasis on security and cross-layer
operation. The main components of the WBAN are the
network of nodes, external networks and back-end server.
Security is enforced during node initialization using a secure
key which is generated by back-end servers uniquely for each
node in each session. When a node leaves or rejoins the
WBAN, it triggers a network topology update which generates
a new key for each node. This ensures that nodes which leave
the network cannot read/modify the patient data.

Energy Efficient Architectures

In [18], the authors described an energy efficient TDMA-
based MAC protocol for a multi-tier architecture of a WBAN.
The architecture consists of sensor nodes at the first tier, a set
of master nodes that collect data from first tier nodes, and a
monitoring station in the highest (third) tier that encompasses
the monitoring and data access functionalities at the user level.
By exploiting the features of a fairly stationary network of first
tier nodes with fixed data collecting functions and smaller
distances between the first tier nodes and second tier master
nodes, the authors develop a MAC protocol that is energy
efficient.

In [19], the authors presented a WBAN that measures stress
through the heart-rate variability parameter. The BAN is
organized as a network of (Wireless Intelligent Sensor) WISE
sensors (clients) that connect to a personal server (PS). In
order to reduce the power consumption of the wireless
transceiver on the PS the authors introduce the concept of a

mobile gateway (MOGUL) that establishes wireless
communication with the PS and downloads data. Energy
efficiency is implemented using energy efficient

communication protocols and low-energy radio layer 900
MHz RF modules. Increased on-board data processing at
sensor nodes reduces the size of the transmitted packets to the
PS. The system architecture is a master-slave architecture,
where the MOGUL acts as the master and downloads data
from WISE sensors when it is in within its communication
range. The architecture allows for multiple sessions of
communication with WISE sensors. All data obtained from
these sensors is aggregated in a central device that is
connected to the multiple mobile gateways generating these
sessions.

Node Locations

WBAN architectures can be wearable or implanted
on/within the human body. Capsule endoscopy discussed in
[20] is an example of implantable WBAN architecture. Most
of the WBAN architectures and applications discussed in this
section are wearable architectures. An additional example is
[21]. Here, the authors described wearable WBAN (WWBAN)
for health monitoring. The proposed WWBAN architecture is
a multi-tier architecture, where the first tier comprises of



sensors, the second tier is an application-specific layer (e.g. a
personal server (PS) running on a PDA) and the third tier
includes data accessibility through servers connected to the
Internet.

V.RoutiNng

A. Routing Protocols

The principal characteristics of a Wireless Body Area
Network (WBAN) that necessitate the design of a routing
protocol are frequent network partitioning due to postural
mobility of the on-body sensors, high propagation loss across
the human body, low transmission power of the sensors, and
low reliability of end-to-end path from source to sink.

Traditionally, there have been two approaches to routing in
BANSs. One approach is to integrate the routing functions with
the MAC layer, with a fundamentally cross-layer approach.
The other is to design a routing layer on top of the MAC layer,
where link qualities are measured based on selected
parameters, and taken into path computation.

The first approach has been studied and was proposed in
[22, 23]. The authors in [23] have proposed a cross-layer
CICADA protocol that sets up a spanning tree and uses time
slots for controlling each node’s transmission and reception
cycles. The protocol lacks an approach to define link metrics
and use those metrics for finding effective multihop routes.
This can be a compelling argument for necessitating a separate
routing layer on top of MAC that would provide the basis for
computing efficient multihop paths based on link quality
metrics.

The second approach has been investigated in [24], where
the authors have proposed a probabilistic packet routing
protocol, Probabilistic Routing with Postural Link Cost
(PRPLC), using a stochastic link cost. The proposed protocol,
based on postural link cost formulation, uses time-varying costs
formulated for each link based on the locality in the
connectivity patterns of the links. The protocol uses postural
link costs to compute probabilistic forwarding of data packets.
The authors have reported a significantly low end-to-end
packet delay using PRPLC, as the protocol can successfully
capture the locality in postural movements.

VI.SEcurITY

A. Security Requirements of WBAN

The WBAN and supporting infrastructure must implement
security operations that guarantee the security, data integrity,
privacy and confidentiality of the patients’ medical records. In
addressing privacy issues it must be ensured that the Health
Insurance Portability and Accountability Act of 1996 [25] is
observed. The following security requirements must be
attained: authentication, data integrity, confidentiality,
availability, and privacy.

B. Proposed Security Solutions
TinySec
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TinySec is proposed in [26] as a security solution in
biomedical sensor network to achieve link-layer encryption
and data authentication. TinySec [27] is a software based
security architecture that implements link-layer encryption.

IEEE 802.15.4 Security

Several security suites can be implemented under the IEEE
802.15.4. The IEEE 802.15.4 security suite modes can be
classified into two basic modes: unsecured mode and the
secured mode. The unsecure mode simply means no security
suite has been selected. The standard defines 8 distinct
security suites.

ZigBee Security Services

ZigBee is a consortium of industry players which came
together to define a new standard for ultra-low power wireless
communication [28]. The ZigBee network layer (NWK) is
designed to operate on top of the IEEE 802.15.4 defined PHY
and MAC layers. The ZigBee standard defines extra security
services including processes for key exchange and
authentication, in addition to the security services of IEEE
802.15.4, upon which it is built.

Hardware Encryption

Instead of using software encryption as done in TinySec,
hardware encryption can be implemented utilizing the
ChipCon 2420 ZigBee compliant RF Transceiver. The
CC2420 is able to execute IEEE 802.15.4 security operations
with AES encryption using 128-bit keys. These operations
include the counter (CTR) mode encryption and decryption,
CBC-MAC authentication and CCM encryption plus
authentication. Hardware encryption has been implemented in
a WBAN project with off-the-shelf ZigBee platform [29]. The
drawback of this method is that it is dependent on the specific
sensor platform. Not all sensor node hardware offers hardware
encryption support.

Elliptic Curve Cryptography

Elliptic curve cryptography (ECC) has emerged as a viable
option for public key cryptography in wireless sensor
networks. The main reason for this is its comparatively fast
computation, small key size and compact signatures. There has
been several noteworthy contributions in the past few years
[30,31].

Although ECC has been successfully implemented in
several variations it is still not a top choice for WBAN. This is
because its energy requirements are still significantly higher
than symmetric systems. This being the case, others have
proposed that ECC be implemented only for infrequent and
security-sensitive operations such as key establishment during
the initial setup of the network or code updates. In line with
this thinking, Malasri et al. [32] proposed a solution for
medical sensor networks that uses: (i) an ECC-based secure
key exchange protocol to set up shared keys between sensor
nodes and base stations, (ii) symmetric encryption and
decryption for protecting data confidentiality and integrity,
and (iii) an authentication scheme for verifying data source.



Identity-Based Encryption

Oliveira et al[33] proposed TinyTate, a lightweight
Identity-Based Encryption (IBE) security solution for
traditional wireless sensor networks. Tan et al [34] proposed
an Identity-Based cryptographic security solution for WBAN.
In their work, the sensor nodes compute public keys by
applying a hash function on an arbitrary number of application
dependent self-generated keys. These keys are stored on their
flash memory and are used to execute elliptic curve
encryption/decryption using Elliptic Curve Digital Signature
Algorithm (ECDSA).

Biometrics

Biometrics has emerged as a useful mechanism to use in the
key establishment and authentication of body sensor nodes [35,
36]. This method uses measurement of physiological
characteristics of the body itself as an important parameter in a
symmetric key management system.

VII.DISCUSSION: OPEN RESEARCH PROBLEMS

In this section, we provide an overview of open research
problems in WBANSs and suggest some potential solutions.

Extended Power Supply Lifetimes

Micro-fuel cells provide high energy efficiency and
density and refueling simply requires a cartridge replacement.
These characteristics make fuel cells attractive for portable
applications such as WBANSs [37].  Energy scavenging of
solar, heat or vibration from the ambient environment also has
the potential to extend the life of the power supply. A self-
powered wireless sensor node that is powered solely by human
body heat was designed in [38].

Low Power Consumption

The majority of the power consumption budget is
dedicated to wireless communication.  Possibilities for
reducing communication-based power consumption are the
use of ultra wideband (UWB) transceivers, because of the high
data rates and low power consumption they provide [39]. Use
of energy-efficient data compression algorithms [40] to reduce
the number of bits that would need to be transmitted by the
transceiver.

Biocompatibility

In the context of implantable sensors, biocompatibility
encompasses the reactions the sensor undergoes once being
placed within the body (sensocompatibility) and the reaction
the body experiences in response to the sensor. One aspect of
a sensor’s reaction to being placed within the body is called
biofouling, which refers to the accumulation of proteins, cells
and other unwanted biomaterials on a surface. Biofouling of
the active surface of an implantable sensor will result in a fall
in the sensor current and may eventually result in sensor
failure. Nine sensor modifications to mitigate the effects of
biofouling are presented in [41]. The body’s reaction to an
implantable sensor involves two factors: mechanical and
chemical disruption [42]. Mechanical disruption may involve
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tissue distortion and occlusion of blood vessels. To minimize
tissue damage, it is recommended that the sensor be blunt and
rounded instead of sharp [42].

Unobtrusiveness

The largest component of a sensor in terms of size and
weight is usually the battery. Therefore, methods that may
result in the reduction in battery size, such as the adoption of
fuel cell technology, have the potential to make wireless
sensors less obtrusive [42]. Also, the utilization of ASIC
technology will produce greater levels of integration than
would be obtained by adapting commercial off-the-shelf
(COTS) motes to a specific sensor application, and this would
result in a reduction in sensor size.

Optimization of network resources

A key concern is the development of network protocols that
use ultra-low radio power levels for transmission and
reception that are safe for human use. With increasing number
of WBANS, the radio layers used by the 802.15.4 networking
standard need to be optimized to increase the throughput and
minimize interference between multiple networks and users of
the frequency bands.

Security

As computing and technology inches closer to the human
body, it is important to protect the privacy of the data collected
and disseminated by these networks. Complex security
mechanisms require more computational and power resources,
and optimizing the tradeoff between these is crucial for the
widespread use of WBANS.

Preventative Healthcare

Present WBAN technology is mostly developed on-demand;
WBANSs are developed in response to specific physiological
requirements. Using dynamic programming environments and
cognitive interfaces, we should be able to measure multiple
parameters in the human body and use this data to aid in
preventive medicine and diagnosis.

Computational and Economic Perspective

Since WBANSs comprise of networks of sensors performing
specialized detection of physiological data, the cost and size of
these devices impose limitations on their use. Creating
networks that seamlessly interface with the human
environment will be an interesting area of research.

Routing

The main challenges in designing any efficient routing
protocol would be to address network partitioning with
postural mobility, the design an energy-constrained protocol,
and to ensure end-to-end path reliability.
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